
資訊安全政策

資訊安全政策概述

神采時尚事業股份有限公司（以下簡稱「本公司」）深知資訊安全對業務運營與企業信任的

重要性，並致力於依據國際標準 ISO/IEC 27001 建立完善的資訊安全管理系統。透過本資訊

安全政策，我們強調保護客戶、員工和合作夥伴的敏感數據及資訊系統安全，確保資訊的正

確使用和妥善防護。本公司承諾在公司內部各階層持續推動資訊安全管理，保障業務的穩健

發展並履行對利益相關者的承諾。

資訊安全管理的核心目標

為確保公司資訊系統及數據的全面保護，本公司制定以下資訊安全管理目標：

機密性（Confidentiality）

透過嚴格的存取權限控制，確保公司內部及外部僅授權人員能夠存取特定的敏感資訊，防止

未經授權的洩露與盜用。

完整性（Integrity）

維護所有數據的正確性與可靠性，防止未經授權的更改、刪除或破壞，並在系統變更或更新

時進行妥善記錄與稽核。

可用性（Availability）

在符合合法授權的基礎上，確保公司各系統及服務可供必要人員及時存取使用，以支援日常

業務的連續性和穩定性。

政策適用範圍

本資訊安全政策適用於本公司所有正式員工、約聘員工、派遣人員、臨時人員，以及訪客、

供應商等進出或接觸公司資訊系統的第三方人員。所有涉及公司資訊系統之人員均需遵守本

資訊安全政策，以確保資訊的安全管理和保護。外部合作夥伴和供應商在處理或存取公司資

訊資產時，亦需符合本政策之安全規範及保密要求，並定期進行審查，以維持資訊安全的一

致性。



資訊安全管理制度
為維護公司資訊安全，本公司依據 ISO/IEC 27001 標準，採用「計畫-執行-檢查-行動」

（PDCA）模式來建置並持續優化資訊安全管理系統：

計畫（Plan）：

依據公司策略目標，成立專責的資訊安全管理組織，規劃潛在威脅的風險評鑑、設計控管機

制，並制定資訊安全管理系統。

執行（Do）：

根據既定的安全措施和控管機制，全面落實操作，確保資訊系統的穩定運行及安全性。

檢查（Check）：

定期監測與稽核資訊安全管理系統的執行狀況，並評估各項控制措施的有效性，確認是否符

合預期成效。

行動（Act）：

根據監測與稽核的結果，實施必要的改進措施，持續提升資訊安全管理系統的有效性，以符

合公司及法律法規的最新要求。

持續改進與員工培訓
本公司定期進行內部與外部的稽核活動，並通過資訊安全事件分析及改善措施，確保資訊安

全管理制度的有效性及持續改進。同時，公司定期為所有員工提供資訊安全教育與培訓，包

含但不限於資訊保密意識、資料處理規範、入侵預防措施等，確保員工具備必要的資訊安全

知識與技能。透過不斷更新的安全教育，員工能及時掌握最新的安全標準，並強化公司整體

的資訊防護能力。

法律合規與違規處理
神采時尚事業股份有限公司承諾遵循所有與資訊安全相關的法律與法規，包括但不限於營業

秘密法、個人資料保護法及相關產業法規。所有員工及相關人員均需嚴格遵守本資訊安全政

策，如有違反者，將根據公司規定進行處理，並視違規情節追究相應的法律責任。公司保留

對違反資訊安全政策者採取紀律處分的權利，以確保資訊安全制度的完整性和效力。


